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1  Introduction to AoIP (AES67 and SMPTE-2110 

compliant audio) 

This document offers guidance for users joining or developing a n AoIP network with 
Clear -Com products in mind. It starts with a general overview and then provides 

more detail.  

¶ AES67 and SMPTE 2110 are bridging compliances which allow any 

compliant devices to participate on a network to transport high quality 

audio over IP (AoIP) .   

AES67 (Audio Engineer ing  Society) covers the transmission of audio specifically. 
SMPTE 2110 (Society of Motion Picture and Television Engineers) is a wider 

specification that covers a range of media essences  (for instance, video and data as 
well as audio) . The SMPTE audio standard  (SMPTE 2110 -30) includes the AES67 
standard. For this reason , you will sometimes see AES67 and SMPTE 2110 -30 used 

interchangeably.   

¶ AES67  and SMPTE 2110 -30  offer high quality , high  density, low latency 

audio transport over a LAN  

¶ AES67  operate s over standard layer 3 Ethernet or fiber networks and  both 

routable and fully scalable  

¶ The standards  use the IEEE1588 -2008 Precision Time Protocol (PTP v2 )  

Find more information about the standards here:  

http://www.aes.org/publications/standards/search.cfm?docID=96   

https://www.smpte.org/smpte -st -2110 - faq  

1.1  Which Clear - Com devices  transmit AoIP ? 

¶ The E - IPA interface card. E - IPA-HX-XX (where xx indicates the number of 
ports licensed on the card) .  

o You can buy a port license to transmit to 3 rd  party AoIP devices  

o  Transmitting to another Clear -Com device does not require a license  
 

¶ Clear -Com IP transceivers (IPTs):  
o FreeSpeak II:  FSII -TCVR- IP-19  
o FreeSpeak Edge: FSE -TCVR-5- IP 

 
¶ The Iris Panel. VI -PNL-XX-XX (where XX -XX indicates the number of keys 

and panel model )   
 

http://www.aes.org/publications/standards/search.cfm?docID=96
https://www.smpte.org/smpte-st-2110-faq
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The Iris panel and the E - IPA card work  with two  different IP transmission modes:  

¶ Clear -Com proprietary IP technology, IVC  

¶ AES67 /SMPTE 2110 (AoIP)   

Note:  This guide deal s with AoIP  audio transmission, not IVC.  
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2  AoIP networking overview 

When deploying Clear -Com AoIP devices, there are three main scenarios you will 

probably encounter:  

¶ Clear - Com only  
o Trunks and/or IP transceivers. Separate 125 µs network segment 

recommended. The E - IPA-HX card is the master clock.  
 

¶ Mixed media network without FreeSpeak II (wireless IP transceivers )  
o Clear -Com (panels and trunks) join a broadcast media network with its 

own maste r clock.  

 
¶ Mixed media network with FreeSpeak II  

o Clear -Com IP transceivers join a broadcast media network with its own 
master clock. Use PTP aware switches thoughout   OR use two E - IPA-

HX cards to create a separate network segment for IP transceivers.  

In all cases:  

¶ IGMP snooping should be enabled  on switches . If you enable IGMP 

snooping you MUST also have a querier on your network (1 per network). 

If IGMP snooping is enabled without an IGMP querier, the IP 

transceiver and the IP panel s will not work  

¶ DiffServ QoS is mandatory to ensure high timing accuracy  

¶ Energy Efficient Ethernet (IEEE 802.3az)/Green Switch capabilities must be 

switched OFF  

2.1.1  Overview and some general rules to use when setting up a 

network for use with Clear - Com AoIP devices  

 

Network  System  Switch 
Requirements  

Small/Medium 
Clear -Com only  

¶ 1-30 IPTs  
¶ Up to 3 layer -2 hops between PTP 

Master and IPTs (must not trunk 
network with other VLANs)  

¶ Clear -Com AES67 Traffic Only  
¶ 125 µs packets  
 

¶ DiffServ QoS  
¶ IGMP Snooping  
¶ IGMP Querier  
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These figures are for guidance only; 
or instance: even a small system 
would require PTP -aware switches if 

the set up involved using more than 
3 switches between the master clock 

and slave.  

Large Clear -Com 

only  

¶ > 25 IPTs  
¶ > 4 layer -2 hops between PTP 

Master and IPTs  
¶ Clear -Com AES67 Traffic Only  
¶ 125 µs packets  

¶ DiffServ QoS  
¶ IGMP Snooping  
¶ IGMP Querier  
¶ PTP-aware 

Transparent and/or 
Boundary Clocks  

Mixed Media 
without FreeSpeak  
II  

¶ PTP profile is defined by existing 
networked equipment  

¶ PTP GM is a dedicated device 

(likely a GPS Master clock)  
¶ Packet time is either 125 µs or 1 

ms  

¶ DiffServ QoS  
¶ IGMP Snooping  
¶ IGMP Querier  
¶ PTP-aware 

Transparent and/or 

Boundary Clocks as 
required by network 
size  

  

Mixed Media with 

Freespeak  II *  

¶ PTP profile is defined by existing 

networked equipment  
¶ PTP GM is a dedicated device 

(likely a GPS Master clock)  
¶ Packet time is either 125 µs or 1 

ms  
¶ 1+ IPTs  

¶ DiffServ QoS  
¶ IGMP Snooping  
¶ IGMP Querier  
¶ All switches must be 

PTP-aware.  

  

*When setting up mixed media with Freespea k, Clear -Com recommends isolating 
the FreeSpeak wireless network using a second E - IPA card to reduce setup 

complexity.  

2.2  Clear - Com only devices  

In this scenario you will work with the default protocol settings of the E - IPA-HX 
card. The E - IPA card wi ll act as master clock for the IP transceivers.  

¶ Use 125 µs packet size  
¶ Use the AES67 media profile  

Note:  When setting up trunk ports you must use IGMP snooping.  
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2.3  Joining a  mixed  media network  (no  FreeSpeak )  

In this case, the network is likely to have an existing  Grand Master clock.  You will 
need to configure PTP profile and other p arameters to match that of the existing 

network. For instance :  

¶ PTP profile (AES67 or SMPTE 2110)  
¶ Packet time (1  ms or 1.25 µ s)  

I f you are not disabling the E - IPA card master clock  you should take care with Clock 
priorities 1 and 2.  (To disable the E - IPA clock ;  enable PTP slave mode in E- IPA - HX 

Card properties > Protocol settings ).  
 

2.4  Joining a  mixed  media network ( with FreeSpeak )  

Clear -Com IP transceivers work best with 125 µs packet time (the devices need to 
be highly synchronized to achieve DECT and RF synch between transceivers). In a 

network that mixes 1 ms and 1.25 µ s packet sizes  it is easy to experience jitter 
issues on 125 µ s network traffic.  

Methods of mitigating this risk include:  

¶ Using two E - IPA-HX cards and putting the IP transceivers into their own 
network segment.  

¶ If using one E - IPA card, use PTP aware switches throughou t the network.  

Recommended  practice is to use more than one E - IPA-HX card if you are working 

with a this  set up . 

 

Note:  Before joining equipment, Clear -Com or otherwise to an established 
media network, we recommend that the equipment is configured and 

tested in a standalone TEST network.  
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3  Precision Time Protocol (PTP) 

PTP is a protocol used to synchronize cl ocks in a networ k, and it can synchro nize 

devices with sub -microsecond accuracy.  

Taking steps (discussed below) to optimise clocking accuracy in your network will 
ensure an efficient environment for all your AoIP devices.  

IEEE 1588 PTP uses a master/slave clocking archit ecture, with a master clock 
synchronizing each network segment. An elected grandmaster will provide the root 

clocking reference.  

Note:  The E - IPA card can act as a master clock . If you do not wish the E - IPA to 
take over clocking you must enable PTP Slave mode in the E - IPA card 
properties.   

3.1  PTP tolerance (offset from the master clock)  

3.1.1  The IP transceiver  

Clear -Com IP t ransceivers have higher than average timing  accuracy requirements 
due to the need to synchronize the devices in a radio frequency (RF) space.  

The following table shows guidelines , rather than rules , as tolerances will vary 
depending on the use of external PTP master clocks and where transceivers (and E -
IPA card) are located in the network relative to the master clock.  

PTP parameters  Value (range )  Performance  

Offset from the master 
clock (OFM ) 

± 100 ns  Excellent  

± 500 ns  Potential for roaming 
issues  

± 1,000 ns  Issues with roaming likely  

>± 1,000 ns  Cannot roam between 

transceivers and 
intermittent loss -of - lock 

issues  

Packet travel time* + 
OFM 

 

¶ Packet time@ 125 µs  

>   2 ms  

 

No audio  

¶ Packet time @ 1  ms  

> 20 ms  
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*When E - IPA card is PTP master, mean path delay (MPD) is the same as packet 
travel time.  

Offset from Master  (OFM)  and Mean Path Delay  (MPD)  are shown per 
transceiver in the EHX Configuration Software. Navigate to System  >  Monitoring .  

 

3.1.2  The Iris Panel  

The Iris panel has a markedly greater PTP (in this case, OFM) tolerance than the IP 

transcei ver. This is because the panels  do not have to synchronise in an RF space. 
Both devices, however, have the same audio buffer (link offset). Link offset is hard 

coded to the devices, so any audio with greater than 2 ms  (@ 125 µs packet time) 
/20 ms  (@ 1 ms packet time) total packet time difference (OFM + packet travel 
time) will be dropped.  

 

Packet time  PTP parameters  Value (range)  Performance  

125 µs  Packet travel time* 

+OFM  

> 2,000,000 ns (2 

ms)  

No audio  

1 ms  Packet travel time* 

+OFM  

>20,000,000 ns 

(20 ms)  

No audio  

 

*When E - IPA card is PTP master, mean path delay (MPD) is the same as packet 
travel time.  

3.2  Path Delay Variation (PDV)  

PDV (commonly referred to as jitter) refers to the variation, end to end, between 

packet delivery times.  In an active network, the load can  change  very quickly and 
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this can cau se packet delivery time to change . PDV can have a very detrimental 
impact on synchroniz ation and should be limited as much as possible (see  3.3  How 

to improve clocking accuracy and reduce  PDV ) .   

Clear -Com IPTs have a high clockin g accuracy requirement due to the need to 

achieve RF device sync ronization .  

Taking steps to reduce PDV in your network will ensure an efficiently synchronized 
environment for all of your AoIP devices.  

3.3  How to improve clocking accuracy and reduce  PDV  

3.3.1  Prior itization of PTP traffic using Quality of Service (QoS)  

The AES67 standard (included in SMPTE 2110 -30) imposes rules on manufacturers 

regarding QoS prioritization. The devices and the network must follow the AES67 
recommendations to ensure a uniform understanding of priorities between all 

devices.  

QoS is mandatory when using  Clear -Com A oIP  equipment .  

 

Note:  CoS is not sufficient for use with Clear -Com A ES67  devices . 
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The switches used must support DiffServ QoS (RFC 2474) and be set to operate 

with the AES67 standard values shown in the following table :   

Class name  Traffic type  Default DiffServ class 

(DSCP deci mal value)  

Clock  IEEE 1588 -2008  

Announce, Synch, Follow_Up, 

Delay_Req, Delay_Resp, 
Pdelay_Req, Pdelay_Resp and 

Pdelay_Resp_Follow_Up packets  

EF (46)  

(Expedited Forwarding)  

Media  RTP and RTCP media stream data  AF41 (34)  

(Assured Forwarding)  

Best Effort  IEEE 1588 -2008 signaling and 

management messages.  

Discovery and connection 
management messages.  

DF (O)  

(Default Forwarding)  

Note: Some third party devices (for instance, Dante) use different DSCP values 
for PTP and Media. These clash with the values in the chart above. In 
these cases, it may be necessary to re -mark DSCP values. This can be 

done in your network switch configuration.  

 

3.3.2  Switch Priority Queues  

The following apply:  

¶ The Clock queue must be configured in Strict Priority  mode, not Weighted 

Round -Robin   

¶ The Clock class must be the highest - level priority  

¶ The Clock and Media packets should not  be placed at the same priority  

¶ If Qo S trust options are available, ensure DSCP is trusted.  
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3.3.3  PTP settings  

The E - IPA card has two available PTP profiles, AES67 and SMPTE 2110. These 
default values, shown in the table below can be a djusted as appropriate.  However, 

in most cases you will use t he standard PTP values defined by the profiles.   

 

Attribute  AES67  

Profile  

SMPTE 

Profile  

Description  

Domain 
Number  

0 127  The domain attribute of the local clock.  

Announce 
Interval  

1 -2 The mean time interval between Announce 
messages. A shorter interval allows faster reactions 

to the changes in the master -slave hierarchy. The 
interval should be the same in the whole domain. It 

is specified as a power of two in seconds.  
21 = 2 seconds between  messages.  

Adapted from < https://linux.die.net/man/8/ptp4l >  

Sync 
Interval  

-3 -3 The mean time interval between Sync messages. A 
shorter interval may improve accuracy of the local 
clock. It is specified as a power of two in seconds.  

2 -3 = 0.125 = 8 per second.  

Adapted from < https://linux.die.net/man/8/ptp4l >  

Min Delay 

Req 
Interval  

0 0 The minimum permitted mean time interval 

between Delay_Req messages. A shorter interval 
allows faster reactions to the changes in the path 

delay. It is specified as a power of two in seconds.  
20 = 1 second.  

Adapted from < https://linux.die.net/man/8/ptp4l >  

Announce 
Receipt 

Timeout  

3 3 The number of missed Announce messages before 
the last Announce messages expires.  

From < https://linux.die.net/man/8/ptp4l >  

Priority1  254 (IPT)  

254 (Iris panel)  

127 (IPA)  

The priority1 attribute of the local clock. It is used 
in the best master selection algorithm. Lower 

values take precedence. Must be in the range 0 to 
255. The default value for a generic AES67 device is 

128. IPTs (transceivers) and Iris panels are priorit y 
254. E - IPA-HXs (card) are priority 127.  

Adapted from < https://linux.die.net/man/8/ptp4l >  

 

https://linux.die.net/man/8/ptp4l
https://linux.die.net/man/8/ptp4l
https://linux.die.net/man/8/ptp4l
https://linux.die.net/man/8/ptp4l
https://linux.die.net/man/8/ptp4l
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The definition of profile  may vary depe nding on switch manufacturers.  

If the prof ile  you require is not available or specified, make sure that the  boundary 

clock switch or grand master clock respects the following criteria:  

¶ PTP mess ages must be sent using layer 3 IP packets  

¶ PTP QoS setting m ust use DSCP tagging with type expedited forwarding 

(that is,  DSCP 46)  

¶ Master an nouncement messages sent every 2 seconds  

3.3.4  Spanning Tree Protocol (STP/RSTP)  

Multiple possible routes between the PTP master and the slave(s) will very likely 

increase PDV. Do one of the following :  

¶ Make sure that there is only one physi cal route  between the master and 
slave.  

¶ Enable STP/RSTP which closes multi ple routes when they are found.  

3.3.5  PTP aware switches  

PTP aware switches can be configured to prioritize PTP traffic. Although a PTP aware 

switch is more exp ensive than the alternative , it s benefits are often worth the extra 
cost  because  a network consisting of PTP aware switches can almost eliminate PDV. 
PTP aware switches automatically prioritise PTP traffic so a  network incorporating  

PTP aware switches is less sensitive to the disrup tive effects that can be generated 
by other network traffic.   
 

Note:  A boundary clock breaks up the grandmaster hierarchy and will take over 
clock synchroniz ation if the grandm aster is lost. A transparent clock 
cannot do this.  

3.3.6  VLANs  

If you still experience synchroniz ation problems on your network, (high jitter or 
offset from the master)  after trying the above steps (for example, QoS and PTP 

profile)  then consider setting up a separate VLAN for Clear -Com AES67 traffic.  

3.4  Internet Group Management Protocol (IGMP)  
 

Note:  Clear -Com devices only support IGMP. They do not support Single Source 
Multicast (SSM). If you are transmitting to a network that uses SSM, t his 

will require additional configuration on your switch.  
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AES67 supports both unicast and multicast streaming. For multicast, AES67 

specifies the use of the IGMPv2 (RFC 2236) protocol for management of traffic. 
With IGMP snooping properly configured on n etwork switches, multicast traffic is 

only forwarded to ports where active listeners are present. This prevents saturation 
of bandwidth and reduces clutter on the network.  For more information about 
configur ing switches with IGMP snooping , see 3.4.1  Configuration  for network 

switches with IGMP snooping . 

The following a pply :  

¶ Clear -Com AoIP device s use m ulticast for device discovery and PTP  

¶ IGMPv2 snooping is recom mended when using Clear -Com  AoIP devices . 

Note:  If IGMP is enabled, w ithout the IGM P querier, the device s will not work  as 
the switch will stop forwarding multicast packets .  

 

3.4.1  Configuration  for network switches with IGMP snooping  

The following apply :  

¶ I f IGMP snooping is enabled on a switch, one device on the network must 

also have an IGMP querier enabled (one per network).  

¶ If available, IGMP querier election should be enabled.  

3.5  AoIP  Audio  

Clear -Com AoIP devices  use:  

¶ Unicast : Iris and IP transceivers (FreeSpeak II and FreeSpeak Edge)  

¶ Multicast: trunks and directs  

 

¶ link offset (audio buffer)  

o 125 µs packet time:  2ms  

o 1 ms packet time: 20 ms  

3.6  Bandwidth  

Use a non -blocking switch.  

Example switch capacity  
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Number of ports 

on the switch  
Ind ividual port capacity  Overall capacity  

24  1Gbps   24 ports x 1 Gbps X2 (full 
duplex) = 48 Gbps  

 

1 x FS II IPT  bandwidth usage: ~7  Mbps .  

1 x FS Edge IPT: ~ 9.6 Mbps  

1 x Iris panel bandwidth usage: ~ 5  Mbps , then ~1.5  Mbps for each 
additional channel (up  to a total of 3 channels, so ~8  Mbps).  

Clear -Com recommends not using more than 75% of the bandwidth on any one 
switch.  

Note:  100m is the maximum cable length for copper cable, depending on cable 
quality. For distances over 80m you should use CAT6 cable.  
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3.7  Bandwidth figures  AoIP  

Bandwidth 

(Mbit/s) & 

Packet size 

(bytes)  

          

  channels  125 us    1 ms    

    B.Width 

(Mbps)  

Pkt Size 

(bytes)  

B.Width 

(Mbps)  

Pkt Size 

(bytes)  

AES Direct  1 8.896  72  2.12  198  

  2 10.048  90  3.272  342  

  3 11.2  108  4.424  486  

  4 12.352  126  5.576  630  

Iris  1 8.896  72  2.12  198  

  2 10.048  90  3.272  342  

  3 11.2  108  4.424  486  

IPT  2 10.816  102  4.04  438  

EDGE  4 13.888  150  7.112  822  
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4  Switch topology 

4.1  Example of a switch set up used at Clear - Com  
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4.2  Example using switch hops and  grandmaster clock  
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5  Switches tested with Clear-Com IPTs 

The following switches have been used successfully with Clear -Com IPTs:  

Non PTP aware switches:  

¶ Netgear  (Prosafe JGS516PE)  

¶ Cisco  (SG300 and SG350)  

PTP aware switches :  

¶ Luminex  (GigaCore26i)  

¶ Cisco  ( IE4010)  

¶ Artel  (Quarra 1G)  

For a description  of the setup for Luminex and Cisco switches , see Appendix A  ï 
switch settings . 

 

Note: A bug in several NetGear switches resulted in dropped DNS packets when 
IGMP Snooping was enabled. A firmware update is available at 
http://www.netgear.com/support  that resolves this issue. Please ensure 

your N etGear switch has the latest firmware installed for proper 
functionality.  

 

  

http://www.netgear.com/support
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Appendix A ï switch settings 

This appendix describes how to configure the Luminex GigaCore26i switch and the 

Cisco SC300.  

Switch Settings  for the Luminex GigaCore26i  

All configura tion can be ac hieved from the Web interface. QoS is pre -configured, 
you only need to configure IGMP and PTP.  

IP address configuration  

Do the following:  

1)  Locate the default IP address on the  sticker on  the back of the switch. 
Configure your PC/laptop to be o n the same subnet with a different IP  
address . 

 

2)  Using a web browser , type the  default IP address of the switch  into your 
address bar . The Settings  page will load from the switch.  

3)  Once on the Settings  page, go to Global in the left navigation , and then 
change the IP Settings  parameters  

4)   Click Apply .  
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On your browser, type the newly configured IP address of the switch to bring up the 
Settings page. 

IGMP global setting  

Do the following:  

1)  Go to Global > Device Settings  and deselect the IGMP unknown -
flooding state . 
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Configure a group/VLAN and assign it to physical ports  

Do the following:  

1)  Go to Groups .  

2)  Use the wheel to s elect a free grou p (that is,  VLAN).   

3)  Click on Advanced  and configure the VLAN ID  that will be u sed on the 
network.  

4)  Click Apply .  
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5)  Click on Assign  followed by all the p orts you want within this VLAN. The 
port color will change to match the group /VLAN color on the wheel. Click on 
Assign  again to confirm.  

 

Group/VLAN setting for IGMP and PTP  

Do the f ollowing:  

1)  Go to Groups .  

2)  Use the wheel to select the proper group (that is, VLAN).  

3)  Activate IGMP by check -marking the following options:  

¶ Snooping  

¶ Querier . 
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4)  Activa te PTP by check -marking PTPv2 ,  and then select the E2E  mode.  

5)  Click Apply  to save the configuration.  

 

 

Note:  All ports will be access ports (that is,  untagged) UNLESS assign ed to 
the ISL  group, in which case  the port will be configured as a trunk 
and all traffic coming in and out will be VLAN - tagged.  

 

Note:  Only one group/VLAN can have PTP activated at a given time. Make 
the activated group/VLAN transporting PTP data and AES67 media 

traffic.  
 

Note:  All changes done throu gh the Web interface are activated 
immediately and automatically saved . 
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Switch settings for the  Cisco  SG300  

Do the following:  

1)  Disable  the Energy Efficient Ethernet  (EEE). 
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2)  Enable IGMP Snooping and  Querier .  
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3)  Configure the QoS Trust settings . 

 

  



Clear -Com AoIP Network Recommendations | User Guide  

Page 29  
 

 

 
 

4)  Configu re the Queue Priorities.  

 

5)  Configure the QoS to Queue mapping.  

 

  
























